
 

 

How Not to Get Hacked – Cyber Security 

Synopsis 
Cyber Security was identified as one of the largest risks 
in Local Government, and this program is suited to all 
council officers at all levels.  

You will be surprised at how many cyber threats 
surround each one of us, and yet how easy they are to 
spot when you know what to look for, and how easy 
they are to deal with when you are armed with the 
knowledge this course provides. 

• An introduction to criminal hacking and its impacts 
• File extensions 
• Removeable Media 
• URLs (Links) 
• Email safety 
• Information procedures 
• Deep fakes 
• Website safety 
• Social engineering 
• Phishing 
• Social media 
• Physical IT security 
• Authentication (logging in) 
• Helping IT 

Learning Outcomes 

Improve your organisation’s cyber security skills 
and knowledge and reduce the risk of cyber 
attacks and phishing. 

Course Details  

 Delivery: Virtual 

 Structure: Interactive Workshop 

 Time: 90 minutes 

 Class Size: Max 20 

 Cost: On request 

The Trainer 

 

With over 25 years of experience in the IT sector, 
working in the UK, NZ, and Australia, Mike identified 
that most IT security issues were caused through a lack 
of knowledge and education. 

This realisation led Mike to establish an IT/Cyber 
Security Awareness program which he delivers 
throughout Australia. His passion is to ensure that 
people are trained in how to identify IT security threats 
and respond appropriately to avoid damage to the 
business. 

Because of Mike’s extensive knowledge, he ensures his 
workshops are engaging and educational so people can 
build confidence in working with technology every day.  


